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FILE MANAGEMENT: RETENTION ANd dESTRUCTION

A law office depends on its filing system to function efficiently.

Files need to be organized and easy to find. They can either be in paper or electronic format.
Paralegals and legal assistants are typically responsible for maintaining client files. They are often the ones who 
have the most day-to-day interaction with files. They are the first point of contact.

From the opening to the closing of the file, having set standards for procedure ensures everyone in the office 
handle files in the same manner. This makes finding files, or documents within files, easier when they are needed.

How to Use this Guide

This Lawyers Mutual Practice Guide will help you manage your case files. It is designed as a tool for firms 
that currently have active files, are looking to convert to electronic files, or new firms looking for file system 
information.

Here are some suggested uses:

•	 To	instruct	staff	on	legal	ethics	and	risk	management.

•	 To	create	job	descriptions	for	paralegals	and	legal	assistants.

•	 To	develop	staff	hiring	criteria.

•	 To	help	with	staff	orientation.

•	 To	help	with	staff	training.

•	 To	use	as	a	topic	at	a	firm	meeting	or	retreat.

•	 To	use	as	curriculum	for	in-house	continuing	education.

This Guide offers general information that should benefit most practices. It is not intended as legal advice or 
opinion, nor does it purport to establish a specific standard of care for your practice.
Every law office is different. Your filing system needs are unique. This Guide suggests ways to increase the 
efficiency in your file management system.

For more information – or if you have additional questions – please contact Lawyers Mutual’s Client Services Team.
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DISCLAIMER: This document is written for general information only. It presents some considerations that might be helpful in your practice. It is not in-
tended as legal advice or opinion. It is not intended to establish a standard of  care for the practice of  law. There is no guarantee that following these guidelines 
will eliminate mistakes. Law offices have different needs and requirements. Individual cases demand individual treatment. Due diligence, reasonableness and 
discretion are always necessary. Sound risk management is encouraged in all aspects of  practice.
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INTROdUCTION  
 

Two ever-present elements in any legal practice are documents and time constraints. Adopting a firm-wide policy 
for file management and retention can save time and money and reduce the risk of malpractice claims. An 
organized system helps to:

•	 Prevent the loss of essential documents such as pleadings, correspondence, work product, or other 
materials;

•	 Save time and conserve resources;

•	 Allow for the smooth transfer of the case in the event the representation needs to be reassigned to 
another lawyer;

•	 Protect client confidentiality by preventing those without a legitimate interest from accessing the file; and

•	 Reduce the risk of missed deadlines (one of the most frequent causes of legal malpractice).

Adopting a firm-wide policy for file management and retention can save time 

and money and reduce the risk of malpractice claims.

“
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File Set-Up – Physical Files

File management systems will vary significantly be-
tween law firms based on firm size, area of practice, 
resources, and other considerations. However, consis-
tency should be the key to every system. Consideration 
should be given to the demands and requirements of 
different practice areas or departments, but the over-
all structure of the file management plan should be 
uniform throughout the firm. Files should be named 
consistently using client name, an assigned number, or 
a combination of both. The interior of the file should 
contain logical subdivisions such as:
•	 client information
•	 correspondence 
•	 medical records (if applicable)
•	 discovery
•	 pleadings
•	 invoices
•	 research
•	 attorney notes

Different practice areas may use other subdivisions as 
needed for their specific practice. Attorney notes and other 
work product documents that belong to the firm and will 
not be turned over to the client at the end of the repre-
sentation should be filed in a separate section or folder. 
This allows materials belonging to the firm to be easily 
removed if the file needs to be turned over immediately.

File Set-UP

Other considerations when establishing a physical 
file management system include: storage, check-out 
procedures, control, and access. Detailed instructions 
and policies should be created to ensure that everyone 
in the firm is using the system properly and uniformly.  
All staff members should be trained upon adoption of 
a new file management system, and new hires should 
receive training as a part of their orientation.    

Every new matter, even those involving existing clients, 
should receive a new file. It is also important to open a 
file for potential clients that never retain the firm’s ser-
vices in order to create a complete record for conflict 
checks. Any time the firm is consulted in a professional 
capacity, pertinent information must be entered into the 
database and a non-engagement letter should be sent.

File Set-Up – electronic Records

When creating an electronic file management sys-
tem, the first step is to consider what materials are 
covered by the term “electronic records.” Most docu-
ments today are electronic at some point in their lives. 
Unless you created it with a typewriter, it is probably 
electronic. When you scanned, faxed, or emailed the 
document, it became electronic. If you received it in an 
email, as an attachment, or on a CD, it is electronic.

What materials are covered by the term “electronic records?”

• Documents, including admin documents and trial documents

• Voicemails 

• Videos

• Emails

• Time, billing and accounting records

PRACTICE 
TIP
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Electronic records can include the following:

Documents. This would include anything that you 
would store in your “electronic client file” (from ad-
ministrative documents to trial documents and every-
thing in between) and also includes items like voice-
mails, videos, and any other type of “document” that 
may be part of your document management system.

Email. Email is a convenient way to communicate 
with clients.  Some attorneys move their client emails 
to their practice management system, but many store 
their email in folders by client name in Microsoft 
Outlook. When considering an “electronic client file,” 
email is an essential part of the puzzle.

Time, billing and accounting records. Typically, 
these types of records are stored in an accounting 
system and should be included in your procedure for 
closing client files. 

PRACTICE TIP

As with paper files, consistency is the key to any elec-
tronic document management system. The firm should 
develop a standard protocol for naming documents 
that are saved within the system so they can be quickly 
accessed by all users.  

A good starting point for organizing electronic files is 
to use the same organizational structure and logical 
subdivisions created for paper files. For example, the 
interior folder structure for electronic files could include 
subfolders such as illustrated in the graphic “Sample 
Active Client File.”

Again, different practice areas may use different sub-
folders in their electronic folder structure. However, it 
is critical that all users understand the protocol and 
name (save) their documents accordingly. The firm 
should establish a formal, written policy for folder 
structure and document naming protocol.

SAMPLE FORM. ELECTRONIC RECORdS
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Many practice and case management software pro-
grams on the market offer electronic file management 
and storage. In addition to electronic file manage-
ment, features and functions of these software pro-
grams may include:  time tracking, document assem-
bly, contact management, calendaring and docketing, 
and billing.  These program packages may be local to 
your computer or server, or they may be cloud-based 
programs that allow access at any time.  

NC Ethics Opinion 2011 FEO 6 addresses ethical 
issues related to the use of software as a service 
for case and practice management programs. The 
opinion also includes a list of measures that should be 
considered to protect client confidentiality when using 
software as a service.

When implementing a cloud-based practice manage-
ment system, be sure to carefully review the provider’s 
Terms of Service.  Questions such as who owns the 
data, who can access the data, and where servers are 
physically located can have significant practical and 
ethical implications.  The answers can vary widely.   

 
Converting Files from Paper to electronic

When transitioning from paper to electronic files, it is 
generally best to start the process with your active files.  
Most active cases today are a combination of elec-
tronic documents and paper documents. 

There are three rules for active cases that will help you 
in your future records management:
1. Scan anything paper related to the case to PDF.  

Have a procedure in place to make sure this hap-
pens in an organized and complete manner. 

2. Shred the paper. Once the document is electron-
ic, you can print it again if it becomes necessary. 
NC Ethics Opinion RPC 234 comments directly on 
electronic storage, confirming that, with the excep-
tion of original documents that have legal signifi-
cance, a file can be stored exclusively in electronic 

format.  There are companies available for shred-
ding and recycling.  They will even provide bins for 
you to dispose of your paper.  Depending on your 
office size and the amount of paper you generate, 
you may want to purchase an industrial shredder. 

3. Make sure the documents are searchable. You 
will want to be able to find documents later, so you 
need to make sure they are searchable today.  Con-
tact your copier vendor or IT vendor to be sure that 
any documents that you are scanning on a multi-
functional copier are automatically made searchable. 

After scanning active files, you can move on to the 
closed files that remain onsite in your office. Consider 
implementing the following strategies for closed files:

•	 Scan anything in the paper file to a search-
able PDF.  You can hire a scanning company, a 
file clerk or a law clerk to scan the documents.

•	 Export the email. To maintain all relevant infor-
mation in one place, export the case-related email.  
If it is sitting in MS Outlook, the email is separated 
from the rest of the client file.  Export it from Out-
look, and save it with the rest of the electronic files.

•	 Shred the paper.
•	 Make sure the existing electronic files are 

searchable. MS Office files are already search-
able, but your older PDF files might not be. Invest 

              Ethics Opinion RPC 234 

comments directly on electronic 

storage, confirming that, with the 

exception of original documents that 

have legal significance, a file can be 

stored exclusively in electronic format.  

PRACTICE TIP
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in Adobe Acrobat Professional to convert multiple 
PDF documents to searchable text at one time using 
the “Recognize Text in Multiple Documents” feature.

Client Confidentiality

An	important	objective	of	any	records	management	
system should be to protect the confidentiality of client re-
cords by preventing unauthorized or unnecessary access. 
When files and documents cover every available counter 
and desktop space, this is not only inefficient and chaotic, 
it also risks compromising client confidentiality.   

The following steps should be taken to protect confi-
dential client information:
•	 Filing should be performed daily.
•	 Paper files that are not being worked on should be 

housed in filing cabinets.
•	 Client files or documents should never be left in 

public areas or conference rooms.
•	 Persons not associated with the firm should not be 

allowed to use attorney offices or firm conference 
rooms until those areas have been purged of all 
client documents and files.

•	 Client information should not be released with-
out obtaining the client’s written consent and the 
responsible attorney’s authorization.

•	 Extreme care should be taken with nonpublic 
personal information (NPPI), such as social secu-
rity numbers, account 
numbers, addresses, 
and phone numbers.

•	 All computers and 
devices used to access 
client files should be 
password-protected.  
This includes smart-
phones used to access 
client or case-related 
emails.

•	 Remember that your 
office copier and scan-

ner are actually computers that may be storing 
confidential client information. When disposing of 
equipment, be sure that all confidential informa-
tion is deleted from the machine’s hard drive.

Closing the File

Every case eventually comes to an end. When this oc-
curs, a closing letter should be sent to advise the client 
that the representation has concluded and the file is 
being closed. This letter can align expectations by:
•	 advising that the file is currently available;
•	 soliciting the client’s wishes with regard to docu-

ments and client property;
•	 warning that the files will be destroyed at the end 

of a specified period of time unless alternative ar-
rangements are made; and

•	 specifying how long a paper file will remain in the 
office before being moved to offsite storage and 
an approximate cost of retrieval thereafter.

Information regarding file retention and destruction 
can also be included in the firm’s engagement letter or 
fee agreement. The file should be prepared for clos-
ing, which may entail:
•	 Ensuring that original documents are returned to 

the client (or recorded/filed if appropriate)
•	 Pruning all duplicate materials
•	 Checking to see if any documents should be 

added to a form or re-
search file
•	 Confirming that a final 
invoice and file closing let-
ter have been sent
•	 Calendaring a destruc-
tion date
•	 Assigning a closed file 
number that incorporates 
the year of closing so the 
age of the file can be eas-
ily determined.

PRACTICE    
     tip

RPC 209 provides general 
guidelines for file retention. 
Closed files must be kept a 

minimum of six (6) years after 
the conclusion of representation.
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File Retention Periods

The most common question we receive on the topic 
of file management is “How long do I need to keep 
this file?” General guidelines for file retention are 
set forth in NC Ethics Opinion RPC 209. This ethics 
opinion establishes the following rules:

•	 With the consent of the client, a closed file may be 
destroyed at any time.

•	 Absent the client’s consent to disposal of a file, a 
closed file must be retained for a minimum of six 
(6) years after the conclusion of the representa-
tion.

If you wish to destroy a file that has been closed for 
fewer than six years, the client should be contacted and 
advised that the lawyer intends to destroy the file unless 
it is retrieved within a reasonable period of time.  Ide-
ally, the client will provide clear instructions about her 
wishes (i.e., she consents to destruction, plans to retrieve 
it, or requests transfer to a new attorney). A more dif-
ficult situation is presented if the client fails to respond.  
In our opinion, the safest course of action is to retain the 
file unless you receive affirmative consent to dispose of it 
or the applicable retention period has passed.

After six years, a lawyer is not required to notify the 
client that the file will be destroyed. However, even 
after six years, the lawyer must review the file before 
destruction and retain:
•	 Property that actually belongs to the client, 
•	 Original documents with legal significance (such 

as original wills or stock certificates), and
•	 Information useful in the assertion or defense of 

the client’s position in a matter for which the stat-
ute of limitations has not expired.  

These items must be returned to the client or retained 
indefinitely in a secure place.  

While a hard and fast rule is appealing, it is important 

to remember that the six-year retention period may 
not be applicable for all matters. Attorney discretion 
must be used to determine if a longer period is 
necessary. NC Ethics Opinion RPC 209 explains that 
“six years is the minimum period for retaining a closed 
client file.” The opinion further states that “the statute 
of limitations may require the retention of a closed file 
for more than six years.”

When evaluating exceptions to the six-year retention 
period, special consideration should be given to the 
following files:
•	 Estate matters. Give original wills to the client 

at the time they are executed. Retain original 
documents with legal significance indefinitely

•	 Incompetents. Retain files at least six years after 
the removal of incompetency

•	 Minors. Retain files at least six years after the mi-
nor acquires status as a legal adult

•	 Criminal matters. Consider the applicable 
statute of limitations for post-conviction motions 
and appeals

•	 Continuing payments. Consider the applicable 
statute of limitations

•	 Any special circumstance in which destruction of 
the	file	could	potentially	prejudice	the	client’s	rights

Another consideration is the possibility of a legal mal-
practice claim. Section 1-15(c) of the North Carolina 
General Statutes provides that an action against an 
attorney must be brought within three years of the date 
of the last negligent act that gave rise to the claim. 
This period may be extended by up to an additional 
year for claims not discovered within the first two years 
after the last negligent act, but under any circum-
stance, all claims must be brought within four years.  
A six-year retention period will generally be sufficient 
to ensure that the file is available to defend against a 
potential malpractice claim. However, if the matter in-
volved a “problem” case or client and you have reason 
to believe a claim might be asserted (even after four 
years), it may be wise to retain the file.
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File Storage – Physical Files

The firm’s document retention policy should address 
where closed paper files will be stored in the office, 
how they will be secured to protect confidentiality, how 
long files will remain onsite, and when they will be 
transferred to offsite storage.  

When physical files are transferred offsite, a record 
with a detailed description of the contents of each box 
should be created to allow for 
easier retrieval.

Offsite storage of paper docu-
ments can be extraordinarily ex-
pensive and will be an ongoing 
expense for many years.  Typi-
cally, there are two strategies for 
offsite paper documents:
1. Firms retrieve paper files 

that have been sent off-
site and scan and destroy 
the files in accordance with their electronic data 
destruction policy. This can significantly reduce the 
expense of offsite storage.

2. Firms find that the cost of retrieving, scanning and 
destroying paper files is too great and continue 
to store files until the destruction dates.  Then, the 
storage facility will destroy the existing files, and 
offsite storage is no longer necessary.

Both of these strategies work, so your decision should 
be based on how long you have been storing docu-
ments offsite, how much storage your firm uses, and 
the level of organization of your offsite records.  

Storage – electronic Files

Closed electronic files should be organized and moved 
to a folder designated as a Closed File repository. We 
recommend the following steps:

Create a new electronic folder called Closed Client 
Files and store all closed client electronic files in this 
folder. These documents should be organized by year, 
or month and year, of closing depending on the volume 
of cases and your firm’s destruction policy. If your policy 
is to destroy them once a year, plan on January 1st for 
destruction.  If it is on a monthly basis, use the end of the 
month. See “Sample Closed Client File” below.

By creating this secondary area of storage for closed 
files, they can be separated from 
your existing active cases, but still 

available. If they need to be 
relocated to cloud-based stor-
age or some type of alternative 
storage, all of the files will be 
in one area with a destruction 
date set.

Backup, Backup, Backup.  
Your data backup for your ac-
tive files and your closed files 

should be the same. A good rule of thumb is that your 
data should be stored in three different locations.

turning Over the File to the Client

NC Rules of Professional Conduct require that, upon 
termination of representation, a lawyer must “take 
steps to the extent reasonably practicable to protect 
a client’s interest, such as . . . surrendering papers 
and property to which the client is entitled. . .”  Rule 
1.16(d). Comment [10] to this Rule further explains:

The lawyer may never retain papers to secure 
a fee. Generally, anything in the file that would be 
helpful to successor counsel should be turned over.  
This includes papers and other things delivered to the 
discharged lawyer by the client such as original instru-
ments, correspondence, and canceled checks. Copies 
of all correspondence received and generated by the 
withdrawing or discharged lawyer should be released 

PRACTICE    
     tip

A lawyer may never retain 
records to secure a fee.
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as well as legal instruments, pleadings, and briefs sub-
mitted by either side or prepared and ready for sub-
mission. The lawyer’s personal notes and incomplete 
work product need not be released.

To comply with this obligation, your firm’s file retention 
policy should address client file requests. Specific 
policies and procedures might include:
•	 Client files should be turned over promptly at the 

client’s request.  
•	 The client’s file should be organized so that docu-

mentation or notes that belong to the firm can be 
easily removed in the event that the file must be 
turned over immediately.

•	 A copy of the client file should be made prior 
to turning it over to the client. This copy is 
for the firm’s records.  It may be needed later to 
defend against a grievance or malpractice claim.  
(Rule 1.6(b)(6) of the NC Rules of Professional 
Conduct and NC Ethics Opinion RPC 62.) It could 
also be helpful in responding to follow-up ques-
tions or handling similar matters in the future.

•	 Original documents and unique items (photos and 
personal property) should be returned to the client.

•	 A receipt acknowledging that the file was 
returned to the client or transferred to a new 
attorney should be signed by the client and 
retained by the firm. We suggest using the form 
“Acknowledgement of Receipt of File” and “Authoriza-
tion for Transfer of Client File” included in this Guide. 

File destruction

There is no general duty to preserve client files per-
manently (ABA Informal Opinion 1384), and once 
the applicable retention period has passed (or the 
client has given consent), the file may be destroyed.  

At the appropriate time, follow these steps to ethically 
and efficiently carry out the destruction of client files 
(both paper and electronic): 
•	 Calendar your destruction dates. Create a 

recurring appointment for you or your staff to 
destroy the paper and electronic documents.  If it 
is on the calendar, it is more likely to be done on 
a regular basis

•	 Destruction must be handled in a way that 
preserves client confidentiality. No particular 
method of destroying files is prescribed by the 
NC Rules of Professional Conduct. However, NC 
Ethics Opinion RPC 209 states that precautions 
should be taken to “minimize the risk that con-
fidential information might be disclosed” during 
the destruction process.

•	 Maintain destruction records.  For both paper 
and electronic files, records of destruction should 
be maintained indefinitely and should include the 
file name and destruction date.

SAMPLE FORM. CLOSEd CLIENT FILES
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NC ETHICS OPINIONS REGARdING FILE MANAGEMENT

n	 CPR 3
A discharged lawyer or a lawyer otherwise withdrawing from representation of a client is not obligated to 
turn over his entire file to his client or to his client’s new lawyer. Work product, such as preliminary drafts, 
may be retained. Generally, anything in the file which would be helpful to the new lawyer and not necessary 
for the protection of the discharged lawyer should be turned over.

n	 RPC 16: FIlES oF A DECEASED lAwyER
A lawyer appointed conservator of a deceased lawyer’s files should comply with the instructions of the court 
and seek to preserve valuable documents and confidential information.

n	 RPC 62: DISCloSuRE oF ClIEnT ConFIDEnCES In DEFEnSE oF lEgAl MAlPRACTICE 
An attorney may disclose client confidences necessary to protect her reputation where a claim alleging 
malpractice is brought by a former client against the insurance company which employed the attorney to 
represent the former client.

n	 RPC 79: SuRREnDER oF MEDICAl RECoRDS
A lawyer who advances the cost of obtaining medical records before deciding whether to accept a case may 
not condition the release of the records to the client upon reimbursement of the cost.

n	 RPC 153: TERMInATIon oF JoInT REPRESEnTATIon
In cases of multiple representation a lawyer who has been discharged by one client must deliver to that cli-
ent as part of that client’s file information entrusted to the lawyer by the other client.

n	 RPC 169: PRovIDIng ClIEnT wITh CoPIES oF DoCuMEnTS FRoM ThE FIlE
In cases of multiple representation a lawyer who has been discharged by one client must deliver to that cli-
ent as part of that client’s file information entrusted to the lawyer by the other client.

n	 RPC 178: RElEASE oF ClIEnT’S FIlE
The opinion examines a lawyer’s obligation to deliver the file to the client upon the termination of the repre-
sentation when the lawyer represents multiple clients in a single matter.

n	 RPC 209: DISPoSIng oF CloSED ClIEnT FIlES
The opinion provides guidelines for the disposal of closed client files.

n	 RPC 234: ElECTRonIC SToRAgE oF ClIEnT’S FIlE
An inactive client file may be stored in an electronic format provided original documents with legal signifi-
cance are preserved and the documents in the electronic file can be reproduced on paper.
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n	 RPC 245: RElEASE oF FIlE To FoRMER Co-PARTy
A lawyer in possession of the legal file relating to the prior representation of co-parties in an action must 
provide the co-party the lawyer does not represent with access to the file and a reasonable opportunity to 
copy the contents of the file.

n	 98 FEo 9: ChARgIng FoR ThE CoST oF RETRIEvIng A CloSED ClIEnT FIlES
A	lawyer	may	charge	a	client	the	actual	cost	of	retrieving	a	closed	client	file	from	storage,	subject	to	certain	
conditions, provided the lawyer does not withhold the file to extract payment.

n	 2002 FEo 5: RETEnTIon oF EMAIl In A ClIEnT’S FIlE
Whether electronic mail should be retained as a part of a client’s file is a legal decision to be made by the 
lawyer.

n	 2006 FEo 18. SuRREnDER oF DEPoSITIon TRAnSCRIPT
When representation is terminated by a client, a lawyer who advances the cost of a deposition and transcript 
may not condition release of the transcript to the client upon reimbursement of the cost.

n	 2008 FEo 5. wEB-BASED MAnAgEMEnT oF ClIEnT RECoRDS
Client files may be stored on a website accessible by clients via the internet provided the confidentiality of all 
client information on the website is protected.

n	 2011 FEo 6: SuBSCRIBIng To SoFTwARE AS A SERvICE
A lawyer may contract with a vendor of software as a service provided the lawyer uses reasonable care to 
safeguard confidential client information.

n	 2011 FEo 16: RESPonDIng To InEFFECTIvE ASSISTAnCE oF CounSEl ClAIM
A criminal defense lawyer accused of ineffective assistance of counsel by a former client may share confi-
dential client information with prosecutors to help establish a defense to the claim so long as the lawyer rea-
sonably believes a response is necessary and the response is narrowly tailored to respond to the allegations.

n	 2012 FEo 13. DuTy To SAFEkEEP ClIEnT FIlES uPon SuSPEnSIon, DISBARMEnT, 
 DISAPPEARAnCE, oR DEATh oF FIRM lAwyER

The partners and managerial lawyers remaining in a firm are responsible for the safekeeping and proper 
disposition of both the active and closed files of a suspended, disbarred, missing, or deceased member of 
the firm.

n	 2013 FEo 15. RETuRn oF ClIEnT RECoRDS uPon TERMInATIon oF REPRESEnTATIon
Records relative to a client’s matter that would be helpful to a subsequent legal counsel must be provided to 
the client upon the termination of the representation, and may be provided in an electronic format if readily 
accessible to the client without undue expense.
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CASE FILE CLOSING FORM

Client Name:     File No:  
File Title:     Matter Code:  
Responsible Attorney(s):    ________/________/________    Closing Date:  
Attorney Responsible for Final File Closing Review:     Date:  

Materials Returned to Client:   Date/Means of Return:
__________________________   ________/_______________
__________________________   ________/_______________
__________________________   ________/_______________

Materials to be Retained:
______________________________________________________________________________________________
______________________________________________________________________________________________

Materials to be Destroyed:
______________________________________________________________________________________________
______________________________________________________________________________________________

Date File Closing Letter Sent to Client:   ________________________     By:  

Date Signed Acknowledgment Letter Regarding Returned Materials Received from Client:     
________________________     By:  

Comments/Notes: ______________________________________________________________________________
______________________________________________________________________________________________
______________________________________________________________________________________________

TICklER InFoRMATIon

Storage?    p  Yes    p  No       
Location:  
Future Review dates (30 days, 6 mos, 1 yr): 
__________    __________    ___________ 
 
File Destruction date: __________________

FInAnCIAl

Outstanding Fees p  Yes      p  No 
Outstanding Costs p  Yes      p  No 
Funds Remaining in Trust Account p  Yes      p  No 
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CLOSEd FILE ARCHIVE ANd dESTRUCTION NOTICE 

[Date]

[Client Name]
Street
City State Zip

Dear [Client Name]:

Thank you again for the opportunity to represent you in the [X] matter.  Our records indicate this representation is 
concluded and we have not provided you any representation in the matter within the last six months.  I am writing 
to inform you that the firm is now in the process of moving the closed case file, for your matter of [XX v. XX], into 
archival storage.

The file may include copies of records you want or need, such as documents we created for you.  Please let us 
know within thirty (30) days of this letter’s date whether you would like to obtain a copy of this file, by returning the 
attached form to us in the enclosed self-addressed envelope.  

At the completion of the 30-day period, the file will be moved into off-site archival storage, and will then be sub-
ject	to	destruction	according	to	the	firm’s	record	retention	policy,	without	further	notice	to	you.

I wish to thank you for your confidence in our firm and I look forward to speaking with you again.  Thank you.

Sincerely,

[Name of Firm]
By:  [Name of Lawyer]

________________________________________
  Signature

encl as
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Enclosure (To be Returned by the Client)

INSTRUCTIONS TO [NAME OF THE FIRM] 
RE:  CLOSED FILE [CLIENT MATTER NAME]

FROM: _______________________________________________________________
  CLIENT NAME

 _______________________________________________________________
  ADDRESS

 _______________________________________________________________
  ADDRESS

 _______________________________________________________________
  ADDRESS

Please copy and send me the appropriate portions of the referenced case file.  

Thank you,

________________________________________
  Client Signature

________________________________________
  Date
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LETTER NOTIFYING CLIENT OF dESTRUCTION OF FILE

[Date]

[Client Name]
[Street]
[City State Zip]

RE: [Name of Case]

Dear: [Name]

Please be advised that the Firm is purging its files of records pertaining to matters that have been closed for more 
than six (6) years. Our policy is to contact our clients and notify them of our intention to destroy the records unless 
they wish them returned.

Since these files pertain to matters that were concluded over six (6) years ago, you may not wish for their return.  
However, we will make these files available to you upon your written request.  Please indicate your preference 
for destruction or return of the files on the attached listing and return it in the enclosed, self-addressed stamped 
envelope.

If you select destruction, the files will be physically destroyed by a method that will preserve client confidentiality. 
You will not be charged for this service.

If we are notified that you have received this letter, but we receive no response within six (6) weeks of your receipt, 
we will assume that you wish the file(s) to be destroyed.

If you wish the records returned, please contact us to arrange transfer of the file.  

If you have questions, please address them to _______________________.

As always, we greatly appreciate your business and hope to continue working with you. Thank you for your 
assistance. You may receive additional correspondence regarding closed files for other work we have done on 
your behalf.

Sincerely,

Attorney]
[Firm]
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ACkNOWLEdGMENT OF RECEIPT OF FILE 

I hereby acknowledge that I have received a copy of my file from the law office of [Firm/Attorney Name]. I also 
acknowledge that no further action will be taken by [Firm/Attorney Name] on my legal matter.

____________________________________________  ____________________________________
[Client]        [Date]
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AUTHORIZATION FOR TRANSFER OF CLIENT FILE

I hereby authorize the law office of [Firm/Attorney Name] to deliver a copy of my file to my new attorney at the 
following address:

_____________________________________________________________________

_____________________________________________________________________

_____________________________________________________________________

_____________________________________________________________________

I also hereby acknowledge that no further action will be taken by [Firm/Attorney Name] on my legal matter.

____________________________________________  ____________________________________
[Client]        [Date]



– 18 –

file management: retention and destruction

FILE CLOSING CHECkLIST
Client  File No. 

Matter:  Date:   Atty: 

dATE INITIALS ACTION

Remove file from active status and assign closed file number.

Mark the file closed and enter date and closed file number in closed file 
register and/or on index card.

Make sure notices of lis pendens or lien abstracts have been discharged.

Make	sure	all	original	judgments,	orders,	decrees,	cost	bills,	deeds,	con-
tracts, etc. are filed or recorded.

If	unsatisfied	judgment	is	involved,	diary	the	file	for	3,	6,	and	9	years	to	
review	for	assets	and	renewal	of	judgment	prior	to	expiration	of	10	years.

Make sure any UCC or security interest has been perfected and filed. Diary 
appropriate renewal date and reminders.

Check for unbilled activities or balance remaining in trust and send final bill 
or accounting to client.

Review file for documents to be included in office form file.

Review file for additional names to be included in conflict system.

Remove duplicate documents, unused note pads, and other unneeded 
items from file. (DO NOT remove draft work product, memos, phone mes-
sages, or research notes.)

Check for loose, unfiled documents and place in the file.

If the file involves a lease or option to buy, diary the file for 6 months prior 
to expiration.

If the file involves a criminal matter, check to see if expungement is possible 
and diary the file for 3 years.

If litigation or tribunal matter, withdraw as attorney of record.

Review the file for any further work to be done and send closing letter to cli-
ent with return of any original documents.

Assign destruction date and enter date into calendar system and/or mark in 
closed file register or on index card.

Send client questionnaire, if appropriate.
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SAMPLE FILE RETENTION POLICY

The following sample policy was adapted from The Law Society of Upper Canada’s “Guide to Retention and De-
struction of Closed Client Files, For Lawyers – Appendix 1: Sample File Retention Policy.”  The Law Society of Upper 
Canada owns copyright in this publication.  Lawyers Mutual gratefully acknowledges the work of the Law Society 
of Upper Canada in preparing the original material and its generous permission to use the publication as the basis 
for this form.

Sample File Retention Policy
This file retention policy is a sample only to assist lawyers in preparing a file retention policy. This sample policy 
should be adapted to suit the individual law practice. No one policy can cover all situations relating to all law 
practices.	This	policy	is	not	intended	to	replace	the	lawyer’s	professional	judgment.	When	establishing	a	file	reten-
tion policy, the lawyer should consider both the circumstances of the lawyer’s practice as well as the North Caro-
lina Rules of Professional Conduct.

1. Purpose

 The purpose of this policy is to provide procedures for the closing, retention and disposition of client files.

2.  Definitions

“disposition” means the final action taken with respect to the contents of client files and includes destruc-
tion, transfer to the firm’s form bank and permanent retention.

“client file” means the physical paper folder containing the physical documents related to the matter and/
or the electronic folder or directory containing the electronic files, documents, data or information related to 
the matter (hereinafter referred to as “file”).1 

“file destruction date” is the date on or after which a file may be destroyed.

3.  Closing the File
3.1 When a matter has been completed, the lawyer shall review the file to determine if the file may be closed.

3.2   No file shall be closed unless:
•	 a	file	closing	or	disengagement	letter	has	been	sent	to	the	client;
•	 a	final	invoice,	if	any,	has	been	forwarded	to	the	client;	
•	 all	outstanding	fees	have	been	paid	or	forgiven;	
•	 there	is	a	final	distribution	and	accounting	of	all	trust	balances	relating	to	the	file;	
•	 client	property	has	been	returned	to	the	client;	
•	 there	are	no	outstanding	tasks	or	undertakings.	

3.3  Prior to closing the file, unless otherwise agreed, client documents shall be returned to the client.

3.4  At the lawyer’s discretion, copies of client documents may be retained in the file.
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3.5   At the lawyer’s discretion, the file may be culled of the following:
•	 duplicate	copies	of	documents;	
•	 draft	copies	of	documents	unless	the	history	of	creation	of	the	document	might	be	an	issue	in	the	

future; 
•	 any	documents	that	can	be	reproduced	from	another	source	such	as	pleadings,	copies	of	reg-

istered deeds or mortgages, copies of published opinions or other publicly available published 
material. 

3.6   Prior to closing the file, at the lawyer’s discretion, copies shall be made of any documents that may be 
used as forms and placed in the firm’s form file for future use. The lawyer will ensure that such form 
documents are stripped of all personal information and that client confidentiality, in accordance with 
the Rules of Professional Conduct, is maintained with respect to any other information that identifies 
the client.

3.7   No file shall be closed unless the lawyer reviews the file and determines whether the file is appropriate 
for destruction at a future date or whether the file should be retained permanently.

3.8   If the file is appropriate for destruction, the lawyer shall establish a date for the destruction of the file 
(“file destruction date”).

3.9 No file shall be closed unless a letter has been forwarded to the client by mail or other customary 
delivery method advising the client that:
•	 the	matter	has	been	completed;	
•	 all	documents	and	property	belonging	to	the	client	have	been	returned	to	the	client,	or	alterna-

tively, confirming any arrangement between the lawyer and the client regarding the storage of the 
client’s property; 

•	 the	law	firm	may	store	the	file	off-site,	and	if	the	client	requires	copies	of	documents	from	a	file	
stored off-site, an administrative fee will be charged to retrieve the file; 

•	 in	accordance	with	the	law	firm’s	policy,	a	file	destruction	date	has	been	established	and	the	file	
will be destroyed on or after the file destruction date without further notice to the client. 

3.10  If documents from the file are returned to the client, copies shall be made of all documents that can-
not	be	readily	obtained	from	other	sources	or	that	in	the	lawyer’s	judgment	the	firm	may	require	in	the	
future.

3.11  When the file is closed, the file shall be moved from an active status to an inactive status.

3.12  The firm shall maintain a list of closed files including the date that the file was closed.

4.  Establishing the File Destruction Date
4.1   If the lawyer determines that the file is appropriate for destruction at a future date, the lawyer shall establish:

•	 a	file	destruction	date	no	earlier	than	six	years	after	the	date	that	the	file	is	closed;	and	
•	 a	date	for	the	review	of	the	file	no	earlier	than	90	days	prior	to	the	file	destruction	date	(“file	re-

view date”). 

4.2  If the lawyer determines that the file is to be retained permanently, the lawyer shall establish periodic review 
dates in order that the lawyer may review the file to determine whether circumstances have changed and 
whether the file is appropriate for destruction.
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4.3		The	lawyer	will	exercise	professional	judgment	in	determining	whether	a	file	is	appropriate	for	destruction	and	in	
establishing a file destruction date. In making these decisions, the lawyer shall consider:
•	 the	length	of	time	that	the	lawyer	is	required	to	retain	documents	pursuant	to	specific	laws	or	regula-

tory provisions; 
•	 the	client’s	age	and	capacity;	
•	 the	likelihood	that	the	lawyer	or	law	firm	will	require	the	file	for	the	future	representation	of	the	client;	
•	 the	length	of	time	that	the	lawyer	or	law	firm	may	be	liable	for	claims	involving	professional	negli-

gence; and 
•	 the	likelihood	that	the	lawyer	or	law	firm	will	require	the	file	because	of	the	nature	of	the	matter,	the	

outcome of the matter or the fact that the file involved a difficult client. 

4.4  All file destruction dates and file review dates shall be entered into the firm’s calendaring system.

5.  Retention of Closed Files

5.1 Closed files will be stored:

•	 on-site	for	the	first	two	(2)	years	after	closing,	and
•	 off-site	after	the	file	has	been	closed	for	more	than	two	(2)	years

5.2 Closed files shall be stored in facilities that are physically secure so as to maintain client confidentiality 
and to protect against damage or loss.

6. File Destruction

6.1 The lawyer shall review the file on or after the file review date and prior to the file destruction date to 
determine whether circumstances have changed since the establishment of the file destruction date and 
whether the destruction should proceed.

6.2 All destruction of files shall be conducted in a manner that ensures the maintenance of client confidentiality.

6.3 A list or database of destroyed files shall be maintained.

6.4 A record of destruction or disposal shall be maintained. The record shall include the following informa-
tion: the name and address of the client, the file number, a brief description of the matter, the file closure 
date, the file disposition date, and the name of the lawyer who authorized the file disposition.


